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The applicant agrees that the data obtained through this application will not be sold or passed on, or used for purposes other than the one specified on the application. Completed applications can be submitted by email to 
studentdata@helsinki.fi or to the following address: Opetus- ja opiskelijapalvelut, tietopyynnöt, PL 59 (Unioninkatu 38), 00014 Helsingin yliopisto.
To be completed by the applicant
	Applicant’s name, phone number and email address


	Organisation and address (UH faculty/unit)

	

	Data group about which data are required and a detailed description of the required data

	

	Purpose of using the data

	 FORMCHECKBOX 
 Research
 FORMCHECKBOX 
 Data protection statement or data file description (appendix)
 FORMCHECKBOX 
 Research proposal (appendix)
Principal investigator:________________________________________________________
 FORMCHECKBOX 
 Other purpose (please specify below)
 FORMCHECKBOX 
 Data protection statement or data file description (appendix)
Description of purpose of use:
Explanation of data protection method:


	Data to be delivered as a
 FORMCHECKBOX 
 File        FORMCHECKBOX 
 Printout                              
	

	I agree to use the data I obtain only for the purposes specified on this application, and to not sell or pass on the data. I also agree to destroy the data I obtain as well as the statistics or other material created on the basis of the data after using them. I have read the section on data protection (see p. 2).

	   
	

	
	Place and date
	
	Applicant’s signature
	


To be completed by the person disclosing the data
	
	I accept the disclosure of the data and data disclosure completed

	
	       
	
	

	
	Place and date
Comments (e.g., terms of disclosure applied):
Invoice date:

	
	               
	Signature and name in block letters

	


Data protection
The recipient of disclosed personal data becomes the controller of such data. When processing personal data, the controller must comply with the EU’s General Data Protection Regulation (679/2016) and other applicable data protection legislation, such as the Data Protection Act (1050/2018). 
Under the EU’s General Data Protection Regulation, the controller is responsible for
· Processing personal data lawfully, fairly and in a transparent manner in relation to the data subject
· Processing personal data confidentially and securely, for example, by protecting the data through pseudonymisation
· Collecting and processing personal data for specified, explicit and legitimate purposes
· Collecting only personal data necessary for the purposes for which the data are processed
· Keeping personal data up to date to ensure that inaccurate data are erased or rectified without delay
· Keeping personal data in a form which permits identification of data subjects for no longer than is necessary for the purposes for which the personal data are processed
The controller is responsible for being able to demonstrate compliance with data protection legislation. The controller must implement the technical and organisational measures required to demonstrate such compliance. 
Further information on data protection on the website of the Office of the Data Protection Ombudsman: https://tietosuoja.fi/en/home
Non-disclosure obligation
Anyone who has gained knowledge of the characteristics, personal circumstances, economic situation or a trade secret of another person while carrying out measures relating to the processing of personal data shall not unlawfully disclose the information to a third person nor make use of it to his or her own benefit or to the benefit or detriment of someone else (Data Protection Act 1050/2018, section 35).
A person in the service of an authority and an elected official shall not disclose the secret content of a document, nor information which would be secret if contained in the document, nor any other information obtained in the service of the authority, where covered by a confidentiality obligation provided in an Act. The provision on confidentiality shall apply also after the service or the performance of the task on behalf of the authority has ceased (Act on the Openness of Government Activities, 621/1999, section 23).
NB!  
The acceptable use policy for the University of Helsinki IT services can be found at https://www.helsinki.fi/en/it/information-security/terms-of-use-and-privacy-policy-of-it-services/acceptable-use-policy-for-university-of-helsinki.
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